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ThE ANNUAL REPORT yOU hAvE jUST OPENEd SUmmARizES ALL ACTiviTiES Of
ThE CESNET ASSOCiATiON iN 2019. AT ThE vERy bEgiNNiNg Of ThE yEAR, ThE
miNiSTRy Of EdUCATiON ASSESSEd ThE CESNET ASSOCiATiON AS AN ExCELLENT
RESEARCh ORgANizATiON. ThE ASSESSmENT STATEd ThE POTENTiAL fOR 
iNNOvATiON, ExCELLENT RESULTS Of ThE APPLiEd RESEARCh, ANd ThE SigNif-
iCANT SOCiAL RELEvANCE Of ThE ASSOCiATiON. ThiS POSiTivE ASSESSmENT 
iS ALSO PROOf ThAT ThE CESNET ASSOCiATiON iS A TEChNOLOgiCAL LEAdER
iN ThE fiELd Of iNfORmATiON ANd TELECOmmUNiCATiON TEChNOLOgiES.

3D
The 3D specialists of the CESNET 
Association created 3D models 
of the collection articles that were 
presented within the scope of the 
exhibition Prague 1848 → 1918.

15
The 15th anniversary of the
foundation of the first Czech
security team CESNET-CERTS
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in 2019, we strengthened the infrastructure for demanding
calculations and data warehouses. This year was significant
to us in terms of cyber security management. we marked
the 15th anniversary of the foundation of the first Czech
security team CESNET-CERTS. Our protection solution
against ddoS attacks called DDoS Protector was deployed
experimentally in the connecting node Nix within the scope
of the security project fENix.

we entered into a Memorandum on Cooperation in the
field of information and communication technologies with
other research infrastructures CCP, Cz-OPENSCREEN, Czech
-bioimaging and ELixiR-Cz; the common interest is a closer
coordination of iCT planning and searching for solutions for
efficient use of the planned resources.

The CESNET Association, masaryk University and vŠb –
Technical University of Ostrava have applied for a joint
project for establishing an upgraded national large research
e-infrastructure e-INFRA CZ under which they committed
to mutual cooperation in operation, development and provision
of a comprehensive service portfolio of this infrastructure.

On a long-term basis, the CESNET Association represents the
possibility of use of modern technologies in the world of
culture as well. This year, the CESNET Association significantly
participated in a project which strives for preservation,
protection and accessibility of the Laterna magika work. The
specialists of the CESNET Association created 3d models of
the collection articles that were presented at the web extension
of the exhibition Prague 1848 → 1918 titled Předměty Pražanů
kolem roku 1900 (the Articles of Prague citizens from around
1900). The Association also participated in the implementa-
tion of the unique distributed performance within the scope
of the Network Performing Arts Production workshop 2019
and demonstrated the possibility of remote collaboration in
live culture at the Supercomputing 2019 conference.

i hereby thank all employees and colleagues for their inten-
sive work in completion of the set objectives. i also thank
our members and partners for allowing the implementation
of our mission. i am looking forward to the challenges that
will be brought by the next year, as well as to the activities
that we are going to perform. 

Ing. Jan Gruntorád, CSc.
director and member of the board 
of directors, CESNET
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ThE CESNET ASSOCiATiON wAS fOUNdEd by PUbLiC 
UNivERSiTiES ANd COLLEgES ANd ThE ACAdEmy Of SCiENCES 
Of ThE CzECh REPUbLiC iN 1996.

THE ASSOCIATION’S HISTORY AND CURRENT TASKS

The mission of the CESNET Association is:
− To provide unique and complex e-infrastructure services

in a quality comparable to top world standards in the field
to the science, research and education community and to
support the Open Science concept;

− To offer stable services with high added value covering
the widest possible spectrum of needs of our users;

− To contribute with our in-house research activities to develop-
ment of information and communication technologies and
practical applications of the outcomes of this development.

when founded, the Association also operated as a commer-
cial internet service provider in order to earn additional
money from these activities for its principal activity. The
Association discontinued that activity in 2000, chiefly for
economic and legislative reasons. The Association conti-
nues to deal exclusively with developing and operating
e-infrastructure, designed for science, research and educa-
tion and with related activities.

The next milestone in the Association history is the year 2010
when the CESNET e-infrastructure became a part of the
Czech Republic Roadmap for Large Infrastructures for
research, experimental development and innovations1.
in 2014, the CESNET e-infrastructure received the highest
score possible awarded to research infrastructures, and
was included in the updated Czech Republic Roadmap
for Large Infrastructures.

based on the further assessment of the large research infra-
structures in 2017, the CESNET e‑infrastructure was included
in the top category of research infrastructures with excellent
quality comparable to that of similar infrastructures wor-
ldwide, highly relevant to the future development of the
Czech Republic’s research and innovation environment and
necessary for the enhancement of the Czech Republic’s com-
petitiveness. furthermore, the international Assessment
board recommended the e-infrastructures CESNET, CERiT-SC
and iT4innovations a closer cooperation in terms of the buil-
ding of capacities and provision of services to users. The ope-
rators of the said infrastructures (CESNET, masarykova
Univerzita (masaryk University) and vŠb – Technická univerzita
Ostrava - the mining University - Technical University of
Ostrava) formed a consortium in 2019 and starting from 2020,
they will provide services under unified brand e-INFRA CZ. 

1A large infrastructure for research, development and innovation shall mean
“unique scientific facility – including its purchase, associated investments and
organisation of its activities – that is necessary for research and development
activity as a whole having high financial and technological demands and that
is approved by the government and established by one research organisa-
tion to be also used by other research organisations (hereinafter referred
to as the “Large infrastructure”).
definitions of infrastructure. ministry of Education, youth and Sports [online].
[quote 2020-04-24]. Available from:
http://www.msmt.cz/vyzkum-a-vyvoj/definice-infrastruktury
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SCOPE OF ACTIVITIES

The scope of the Association’s main activities is as follows:
1. Conducting independent research and development

activities in information and communications technolo-
gies and providing research services in this field; 

2. Supporting education in information and communicati-
ons technologies; 

3. Putting the results of in-house research and develop-
ment into practice through technology transfer of inter-
nal nature; ;

4. Undertaking the following activities for the benefit of its
members, their subsidiary organizations as well as other
entities: 
− developing and operating the national communicati-

ons and information infrastructure to enable the inter-
connection of their infrastructures, provide access to
the CESNET infrastructure and connect to similar third-
party infrastructures (including internet access), 

− building shared hardware, communications and soft-
ware and information services, 

− verifying new applications, collaboration and comple-
mentarity of member activities at a level comparable
to that of leading academic and research infrastructu-
res abroad. 

The Association performs and provides its activities within
the scope of received subsidies and partial compensation
for expenses associated with these activities. it is not the
Association’s objective to generate any profit on these
activities. 

The Association pursues supplementary activities in addition
to its main activities, but solely for the purpose of making
more efficient use of its property and without any negative
impact on research activities. The services are not provided
on a publicly available basis.

Any loss incurred in connection with the Association’s
supplementary activities will always be settled by the end
of the fiscal period in question or the supplementary activity
in question will be discontinued before the beginning
of the following fiscal period. 

The Association uses all of its profits to promote research
and development.
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CESNET wAS A mEmbER Of ThE fOLLOwiNg RENOwNEd iNTERNATiONAL 
ANd NATiONAL ORgANizATiONS iN 2019:

MEMBERSHIP OF INTERNATIONAL AND NATIONAL ORGANIZATIONS

INTERNATIoNAL oRGANIZATIoNS

GÉANT Association – an association of
European national research networks
that is engaged in the operation and
advancement of the gÉANT European
communications infrastructure and
coordination of related activities
(www.geant.org)

GLIF  (Global Lambda Integrated
Facility) – global experimental network
activities focusing on the develop-
ment support for most demanding
scientific and research applications
(www.glif.is). Since the end of 2019,
the gLif activities have been taken
over by two initiatives, GNA-G (Global
Network Advancement Group) and
gRP (global Research Platform)
in which CESNET also participates.

PlanetLab – a consortium of academic,
commercial and governmental orga-
nizations from the entire world, collec-
tively operating a global computer
network designed for developing
and testing new telecommunication
applications (www.planet-lab.eu)

Shibboleth – international consortium
for the coordination of development
of a service providing a solution
for unified login, meaning that a user
can use multiple protected network
resources using a single login.
Shibboleth is the foundation for aca-
demic federations of identities Shib-
boleth is the basis of the academic
federations of identities (shibboleth.net).

A N N U A L R E P O R T
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ASSOCIATION MEMBERS

NIX.CZ – CESNET is one of the foun-
ders of Nix.Cz, z.s.p.o. (Neutral inter-
net Exchange), an association of
internet service providers in the Czech
Republic, offering the possibility of
mutual interconnection of member
networks (www.nix.cz).

− Academy of Performing Arts, Prague
− Czech Academy of Sciences
− Academy of fine Arts, Prague
− Czech University of Agriculture, Prague
− Czech Technical University, Prague
− janáček Academy of musical and dramatic Arts
− University of South bohemia, České budějovice
− masaryk University
− mendel University, brno
− University of Ostrava
− Police Academy of the Czech Republic in Prague
− Silesian University, Opava 
− Technical University, Liberec
− University of hradec Králové

The following institutions were members of the Association in 2019:

CZ.NIC – The Association is also one
of the founding members of Cz.NiC,
z.s.p.o., an organization engaged in
the operation of the domain .cz, sup-
port of projects of general benefit and
internet-related activities (www.nic.cz).

QUAPITAL – a Central European part-
nership for secure communication
with security at the quantum level and
quantum internet (www.quapital.eu)

Internet2 – a consortium led by Ame-
rican research and education instituti-
ons endeavouring to develop and
deploy new types of network techno-
logies, services and applications
(www.internet2.edu)

EGI.eu –  organisation focusing on
co-ordinating European computing
grids used for scientific calculations
and on supporting their sustainable
development (www.egi.eu)

NATIoNAL oRGANIZATIoNS

− jan Evangelista Purkyně University, Ústí nad Labem
− Charles University
− University of defence
− Palacký University, Olomouc
− University of Pardubice
− Tomáš baťa University, zlín
− University of veterinary and Pharmaceutical Sciences, brno
− vSb - Technical University of Ostrava
− University of Economics, Prague
− University of Chemistry and Technology, Prague
− Academy of Arts, Architecture and design, Prague
− University of Technology, brno
− University of west bohemia, Plzeň
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CESNET, z. S. P. O., hAS ThE fOLLOwiNg bOdiES: 
gENERAL mEETiNg, bOARd Of diRECTORS, SUPERviSORy bOARd

INTERNAL ORGANIZATIONAL STRUCTURE

ThE BoARD oF DIRECToRS
consisted of the following members in 2019:
− mgr. michal bulant, Ph.d.
− RNdr. igor Čermák, CSc.
− RNdr. Alexander Černý
− ing. jan gruntorád, CSc.
− mgr. františek Potužník
− doc. RNdr. Pavel Satrapa, Ph.d.
− prof. ing. miroslav Tůma, CSc.

The position of the ChAIRMAN was held by prof. ing.
miroslav Tůma, CSc., and the positions of vice-chairmen were
held by  igor Čermák, CSc., and mgr. františek Potužník.

ThE SUPERvISoRy BoARD
consisted of the following members till June 2019:
− doc. ing. vojtěch bartoš, Ph.d.
− mgr. jan gazda, Ph.d.
− ing. jakub Papírník
− RNdr. david Skoupil
− ing. michal Sláma.

ThE SUPERvISoRy BoARD 
consisted of the following members from June 2019:
− ing. Radek holý, Ph.d.
− ing. jaromír marušinec, Ph.d., mbA
− ing. jakub Papírník 
− RNdr. david Skoupil
− ing. michal Sláma.

in 2019, the ChAIRMAN of the Supervisory board 
was ing. michal Sláma.

in 2019, the office of the DIRECToR of the Association 
was held by ing. jan gruntorád, CSc.

ThE DEvELoPMENT FUND BoARD 
operated in the following structure till June 2019:
− doc. RNdr. Eva hladká, Ph.d.
− ing. miroslav indra, Csc.
− ing. Olga Klápšťová
− doc. RNdr. Antonín Kučera, Csc.
− prof. dr. ing. zdeněk Kůs
− ing. jaromír marušinec, Ph.d., mbA
− prof. ing. zbyněk Škvor, CSc.

ThE DEvELoPMENT FUND BoARD 
operated in the following structure from June 2019:
− doc. RNdr. Eva hladká, Ph.d.
− mgr. monika hrabáková
− ing. Olga Klápšťová
− doc. RNdr. Antonín Kučera, Csc.
− ing. jan Pinta, mbA
− ing. Tomáš Podermanski
− prof. ing. zbyněk Škvor, CSc.

The office of the ChAIRwoMAN of the development fund
board was held in 2019 by ing. Olga Klápšťová.
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ORGANIZATIONAL CHART

ThE ASSOCiATiON’S bASiC ORgANizATiONAL STRUCTURE COmPRiSES 
dEPARTmENTS, whiCh ARE AggREgATEd iNTO SECTiONS. mANAgEmENT
wiThiN ThiS STRUCTURE iS PERfORmEd by LiNE mANAgERS. 
ThE ASSOCiATiON hAd A TOTAL Of 176.5 fULL-TimE EqUivALENTS iN 2019.
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ThE CESNET E-iNfRASTRUCTURE iS A LARgE RESEARCh iNfRASTRUCTURE
whiCh iS A SigNifiCANT ELEmENT Of ThE CzECh REPUbLiC ROAdmAP 
fOR LARgE RESEARCh, ExPERimENTAL dEvELOPmENT ANd iNNOvATiON 
iNfRASTRUCTURES fOR 2016 TO 2022. iT PROvidES A UNivERSAL ENviRONmENT
fOR ThE TRANSmiSSiON, PROCESSiNg, ShARiNg ANd STORAgE Of SCiENTifiC
dATA ANd USER COLLAbORATiON ThAT iS iNdEPENdENT Of ANy SPECifiC
fiELd Of RESEARCh ANd iNdiSPENSAbLE NOwAdAyS TO CONTEmPORARy 
RESEARCh, dEvELOPmENT ANd iNNOvATiON iN ANy fiELd.

The development and operation of the CESNET e-infra-
structure is supported from public funds, with the myES
providing specific support in the form of a subsidy for two
complementary projects:

− The CESNET e-Infrastructure (Lm2015042, 2016 – 2019)
funded under the R&d&i Large infrastructure Projects
programme (2010–2019). The special-purpose support
was earmarked for covering a portion of operating costs
associated with the operation of the CESNET E-infrastruc-
ture. The year 2019 was the last year of the implementa-
tion of this project.

− E-infrastructure CESNET – modernization (Ef16_013/
0001797, 2017 – 2020) funded from the OP vvv
programme. The special-purpose support in this project
is intended for the renewal of the elements of e‑infra-
structure and own research in the field of safety, flexible
infrastructures and new technologies for network appli-
cations.

The CESNET e-infrastructure is used to provide services to
serve Czech science, research, development and educa-
tion.  The following chapters describe the development of
this e-infrastructure, portfolio of the services offered and the
associated research activities. The Association provides
these services to not only its members but also other enti-
ties that meet the CESNET E-infrastructure Access Policy.

The CESNET e-infrastructure 
is used to provide services 
to serve Czech science, research,
development and education.
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iN ThE PAST PERiOd, CESNET fOCUSEd PRimARiLy ON ASSURiNg RELiAbLE 
OPERATiON iN ThE 24x7x365 mOdE, mAiNTAiNiNg AdEqUATE 
PERfORmANCE Of ThE NETwORK COmmUNiCATiON iNfRASTRUCTURE, 
SUPPORTiNg OThER SERviCES Of ThE CESNET E-iNfRASTRUCTURE, CONNECTEd
NETwORK SUbSCRibERS ANd LARgE RESEARCh iNfRASTRUCTURES.

CESNET continuously monitors traffic in order to identify and
remove bottlenecks, such as insufficient capacities of some
backbone transmission circuits, external connectivity or lack
of connecting ports with sufficient capacity for the purposes
of universities, institutes of the Academy of Sciences and
other subscribers. Such network services include high-speed
iPv4/iPv6 connectivity, L0 and L1 circuits or L2/L3 vPNs,
including the necessary professional consultations.

overview of the most important changes and activities
in 2019:

− upgrade of dwdm technology to upgrade the Prague - 
− Plzeň route to 100 gE.
− upgrading the connection to the node of the national pe-

ering centre Nix4
– CE COLO to 100 gE, − upgrade of the dwdm node

Olomouc_1 and Olomouc_2 that will serve at the same
time as the upgrade for the route Olomouc_2 – Ostrava
to 100 gE,

− modification of the transmitting dwdm system in the se-
ction brno

– Olomouc to support the transmission of qKd signals (sa-
fety cryptographic mechanism based on the principle of
transmission of quantum keys at the optical level),

− upgrade of the dwdm node Letohrad,
− connection upgrade of the work site CENEKvA (jČU) in

vodňany to 1 gb/s, 

− connection upgrade at fzÚ Slovanka (Academy of Scien-
ces of the Czech Republic) to 100 gb/s   for the needs
of CERN experiments CERN (Atlas, Alice) and fermilab,

− connection of the work site RiNgEN in Litoměřice (UK),
− arranging for connection of the polar station in Spitsber-

gen (jČU),
− reconnecting the Police Academy into the node at Umg

Av ČR (Academy of Sciences) in Krč,
− establishing a new 10 gb/s channel Opava – Karviná,
− connection of detached work sites of the Czech Agricul-

tural University Lány, mělník, Chuchle,
− change of the technology at the dC TOwER circuit
– Úmg Krč (Av ČR) (The molecular genetics institute Krč

(Academy of Sciences of the Czech Republic))
– biOCEv vestec (Av ČR) (Academy of Sciences of the

Czech Republic)
– ELi beamlines dolní břežany (Av ČR) (Academy of Scien-

ces of the Czech Republic) – zikova.

24x7x365
CESNET focuses on arranging 
a reliable operation in the mode 
24x7x365 on a long-term basis
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monitoring, detection of attacks in the network and protec-
tion of the active elements and network participants
against such attacks are important activities. we therefore
constantly search for and verify new ways and procedures
for efficient protection of the network infrastructure.

we have implemented another version of the user APi system
exa BGP for the needs of the administrators of the connected
research infrastructures and other subscribers. The system
uses the RTbh and bgP flowspec protocols to block/reroute
the undesirable traffic (typically various attacks over the
network), enabling hereby the protection of CESNET network
subscribers using bgP. DDoS protector developed as a part
of the investigation activities of CESNET constitutes an inte-
gral part of the system. The system has a number of protecti-
ons, and the administrators may only act on their address
ranges (not on networks of other subscribers).

The CESNET forensic laboratory performed penetration
tests to detect security issues of the entire network commu-
nications infrastructure. The critical problems were imme-
diately removed and we continue working on elimination
of less substantial problems. Regular technology audits
constitute an integral part of the assurance of reliable ope-
ration. The output of these audits is the identification of is-
sues in the network (problems in active elements, error rate
of ports, and others). we keep eliminating these issues
which increases the reliability of the entire infrastructure
and accessibility of the services provided.

we also put into regular operation the RPkI system (validity
verification of prefixes of autonomous systems based on
the records in the RiPE and Radb databases). This system
serves as a protection against unauthorized distribution of
our legal prefixes on the internet by foreign providers which
would cause inaccessibility of certain target networks in the
internet for our users.

in the area of specific network services, the Association con-
tinues building the national optical infrastructure for time
and frequency transmission – the TF infrastructure.

Preparatory works for the upgrade of the CESNET2
network after 2020 also continued. The network infrastruc-
ture upgrade design is outlined with respect to the needs
of the user community and research projects. A feasibility
study was prepared, including the technical details, requi-
rements for new technologies and expected financial costs.
There was also a preliminary market consultation and pre-
paration of the tender documentation for the public tender
for upgrade of the main optical transmission system dwdm
(layer fwdm0).

The upgraded CESNET network will be based on the latest
technologies and will allow providing new services (such
as QkD or transmission of accurate time and frequency).
An important aspect of the plan for upgrade is naturally also
the satisfaction of user requests for higher transmission capa-
cities (400 GE and higher).

CESNET NETwoRk ToPoLoGy

Czech Light transmission system n x 100g
Czech Light transmission system n x 10g
Czech Light transmission system n x 10g
started by 1g

Czech Light transmission system n x 1g
Cisco transmission system n x 100g
Cisco transmission system n x 10g
infinera transmission system n x 100g
infinera transmission system n x 10g

Single colour 
transmission system
Leased capacity
microwave
Optical and microwave

PoP
User Point
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ThE ASSOCiATiON’S LONg-TERm ObjECTivES iN ThE AREA Of diSTRibUTEd
COmPUTiNg ARE ThE OPERATiON ANd gROwTh Of ThE NATiONAL gRid 
ANd CLOUd iNfRASTRUCTURE - mETACENTRUm ANd iNTEgRATiON Of ThESE
ACTiviTiES wiTh CORRESPONdiNg iNTERNATiONAL iNfRASTRUCTURES 
ANd PROjECTS (ESPECiALLy Egi, EOSC ANd ELixiR).

CESNET acts as the national coordinator, interconnecting
individual clusters built by other organizations or projects
into a single national grid and providing its resources also
for balancing peak demand by individual groups of users
and for a faster start-up of application projects that are only
planning to acquire their own computational resources.
its integration activities include the development and
management of grid and cloud middleware, coordination
of application software purchases and user support.

metaCentrum includes computing clusters of various
types: conventional computing clusters with smaller num-
bers of more powerful processors, high-performance SmP
servers with larger numbers of processors in a large shared
memory, specialized machines with up to 11 Tb of memory,
clusters with specialized gP-gPU cards as well as clusters
prepared for mapReduce computations (hadoop or Spark)
with larger storage space in each cluster node. MetaCen-
trum operates an output of about 22,334 CPU cores and
has data capacities of 10.4 PB available which serve for
temporary storing of the data being processed.

in the international Egi environment, metaCentrum provides
approximately an additional 4268 CPU cores and 4 Pb of disk
space for international projects, especially for the LhC. As
a part of the CESNET E-infrastructure project - upgrade of
the OP vvv programme, the planned restoration of about
one third of the computing and storage capacities took place.

in 2019, a cluster was acquired that is located at the biotech-
nological centre biOCEv - biotechnological and biomedical
centre of the Academy of Sciences and the Charles University
in vestec. it is a cluster intended for the support of the tasks of
artificial intelligence in the field of machine learning (Ai, Arti-
ficial intelligence), equipped with a total of 122 computing
graphic cards (gPgPU) NvidiA T4, located in a total of 61
nodes interconnected with high-speed communication tech-
nology OmniPath. The cluster is an essential contribution to the
availability of the corresponding computing capacity for artifi-
cial intelligence in the Czech Republic. in addition to gPgPU
cards, it offers almost 2000 CPU cores and over 11 Tb RAm.

The computing and storing resources of the botanic insti-
tute of the Academy of Sciences of the Czech Republic,
Průhonice, were newly included in meta Centrum (two clus-
ters, a total of over 300 CPU).

Adan computing cluster for machine 
learning (artificial intelligence)
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The metaCentrum provides access to cloud-based services
and environments for mapReduce computations. in the
sphere of cloud infrastructure, the new cloud environment
based on the OpenStack platform was put into full produc-
tion operation. The cloud environment opens new oppor-
tunities both to users and to CESNET, in particular in the
form of higher flexibility and extension of the potential for
cooperation at the international scale. The operation from
the old platform OpenNebula was completely transferred
to the new environment, including the projects of internati-
onal groups of the fedCloud (Egi) environment. The new
infrastructure OpenStack currently uses, in the operating

mode, the Ceph technology administered by the data
warehouse department as the primary data warehouse for
all virtual machines.

The virtualization platform built on the vmware technology
was also strengthened with the computation nodes (blades)
and a new disk array intended for the services provided as
a part of cooperation with the European Space Agency (ESA)
(satellite images of Earth surface). CESNET joined the pan-
European gÉANT iaaS framework tender to be able to resell
the services of commercial cloud providers (microsoft Azure,
Amazon AwS and other Original infrastructure Providers).

METACENTRUM 
INFRASTRUCTURE

NUMBER oF CPU CoRES, NUMBER oF TASkS AND CALCULATED TIME IN INDIvIDUAL yEARS
(national resources MetaCloud, PBS, hadoop)
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OThER fUNdAmENTAL COmPONENTS Of ThE CESNET E-iNfRASTRUCTURE 
ARE ThE diSTRibUTEd dATA wAREhOUSES. iN 2019, ThERE wAS ThE RENEwAL 
Of ThE ORigiNAL wAREhOUSE iNfRASTRUCTURE iN PLzEň, jihLAvA ANd bRNO
whiCh wAS bUiLT fROm ThE RESOURCES Of ThE EigER PROgRAmmE OP vAvPi 
iN ThE yEARS 2011 TO 2013 wiTh A TOTAL ORigiNAL CAPACiTy Of 21 Pb.

The oldest data warehouse in Plzeň was physically liqui-
dated; in accordance with the requirements for data secu-
rity, the memory media were crushed. The data warehouse
in jihlava was put out of operation and the user data were
re-migrated to the data warehouse in Ostrava which has the
tape library available of a gross capacity of 17 Pb, with
prepended 5Pb disc cache. The operation of the data ware-
house in brno will end at the beginning of 2020.

On the basis of extensive tests of the object storage techno-
logies and with regards to the investment aspects of the OP
vvv project, it ceased to have the economic and technical
sense to acquire an additional hierarchical warehouse. The
hierarchical data warehouse in Ostrava was supplemented
with a standard disk array with the file system and Ceph object
storage technologies in jihlava. before the end of 2019, hard-
ware was supplied for the object storage to be located in
Plzeň, and a small part to be also located in jihlava. The data
warehouse infrastructure stored over 7400 Tb of user data at the
end of 2019. Over 13,400 Tb of available media were occupied
in total (according to internal system redundancy settings).

in the course of the year, our cooperation focused on preser-
vation of operation, development of service and international
cooperation, as well as on support of application communi-
ties. we launched the service of long-term archives (LTP) with
a high guarantee of binary preservation of data; a system for
open data repository supplied with metadata is under deve-
lopment. The development activities focused on the building
of object storages and principles of provision of the same to
the user community, including the possibility to contribute to
such infrastructure with own resources of the user groups. The

storages in the first stage of the pilot operation administer the
object system for the cloud computing platform.

The fileSender system (a popular service for exchanging large
files among users) and ownCloud system (cloud warehouse
with about 13,000 registered users) were linked to proxyidP
and thus strongly integrated into a single user identity mana-
gement system. They were also migrated to a cluster platform,
which greatly improved the stability and scalability of their
operation. A user data accounting application, including a user
interface, is headed for the implementation of a system for
controlling the amount of data. its basic principles are: 
− maintaining a reserve for institutions that do not use

warehouse services yet,
− Enforcing rotation of data having the nature of backup

by administratively deleting files older than a defined
limit (typically, a year).

Data warehouse in Ostrava
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AN iNTERNATiONALLy ACCREdiTEd CESNET-CERTS SECURiTy TEAm iS ThE bASiC
ELEmENT ENSURiNg CESNET E-iNfRASTRUCTURE SECURiTy. iTS CORE ACTiviTy iS
iNCidENT hANdLiNg – RECEiviNg REPORTS Of SECURiTy iNCidENTS CONCERNiNg
ThE CESNET E‑iNfRASTRUCTURE ANd RESPONdiNg ANd COORdiNATiNg 
RESPONSE TO SUCh iNCidENTS iN COOPERATiON wiTh NETwORK ANd SERviCE
AdmiNiSTRATORS AT CESNET ANd CONNECTEd ORgANizATiONS.

The team closely cooperates with other security teams and rele-
vant organizations at the national and international level. it is a
member of the working group CSiRT.Cz that is organized by the
National CSiRT team of the Czech Republic, and also participates
in the Tf-CSiRT platform provided by the gÉANT association.
At the end of june 2018, the CESNET Association obtained
internationally recognized certification of its Information
Security Management System (iSmS) to the ČSN EN iSO/iEC
27001:2014 standard, which specifies requirements for an
information security management system within an organiza-
tion’s activities and provided services with the aim of elimina-
ting the risks of data loss or corruption. At the end of june
2019, the 1st supervisory audit iSmS successfully took place.
As part of its activities related to network security, CESNET runs
a number of its own detection systems to obtain information
about attacks in progress. An important role in security is
played by network monitoring and security event and anomaly
detection, which are provided in the CESNET e-infrastructure
by hw-accelerated network probes, FTAS and G3 systems
and services and the warden and Mentat systems. These tools
enable both the CESNET administrators and administrators at
connected institutions to improve the level of network, service
and user security and eliminate identified problems quickly
and efficiently. All the systems are results of the Association’s

own work and have been developed continually in accordance
with trends, the Association’s needs and users’ needs.
The Association also provides the expert security services of
a Forensic laboratory FLAB - analysis of security incidents, pe-
netration and load tests, and social engineering method tests
which test the attention and abilities of users to identify cyber-
netic threats. The laboratory’s services are available to CESNET
e-infrastructure subscribers as well as other clients. in 2019,
the forensic laboratory implemented two internal tests (ne-
twork infrastructure and information systems), five external or-
ders for penetration and load tests, three orders for phishing
tests, a couple of professional consultations and one analysis
of safety incident on a commercial basis. The Association is
committed to the edification of users and network administra-
tors. we hold expert workshops and training courses, give pre-
sentations at numerous events and publish papers focusing
on security. we organized another annual security workshop,
a workshop titled gdPR - one year later, and a traditional iPv6
workshop in 2019. we also organized several training sessions
on dNS systems, and two sessions of forensic Training.
As a part of the cyber security month, CESNET in coopera-
tion with the National Office for Cyber Security and Cz.NiC
association held a professional conference as a part of the
Secure Internet Festival, and prepared the next year of the
“hacker” competition The Catch where the participants
could test their analytical skills. in 2019, the professionals
of the CESNET Association also participated in several
international seminars, in particular in the prestigious and
highly valued Locked Shield 2019 seminar. The Czech
Republic team, consisting of the best specialists, placed
second, following up on the successes of previous years.
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AN iNTEgRAL COmPONENT Of ThE CESNET E-iNfRASTRUCTURE iS A SySTEm
fOR USER mANAgEmENT ANd CONTROL Of ACCESS TO SERviCES. USER 
mANAgEmENT iS bASEd ON ThE EdUid.Cz diSTRibUTEd idENTiTy fEdERATiON,
whERE iNiTiAL USER REgiSTRATiON ANd AUThENTiCATiON SERviCES ARE 
PROvidEd by ThE hOmE ORgANizATiONS whiLE AUThORizATiON iNfORmATiON
iS mANAgEd AT ThE LEvEL Of SERviCES OR ThEiR AdmiNiSTRATivE dOmAiNS.

At the end of 2019, the federation eduid.cz included over
140 identity providers (idPs) who use it to access more than
200 service providers (SPs). A number of other services are
also available via the international interfederation edugAiN.
for minority user groups without their own idP, it is possible
to use the social networks identities and mojeid.

One highly used federated service is eduroam.cz, which pro-
vides users with wireless connectivity at their home institution
or any other cooperating institution. Secure user authentica-
tion is always provided by the home institution. The Czech
federation had a total of about 400 member organizations
in 2019, providing connectivity in more than 1000 locations.
The roaming system also runs on an international basis, co-
vering currently almost 27,000 localities in 104 countries of
the world. more than 63,000 users use the connectivity at an
organization other than their home institution on a daily basis.

To ensure secure and trustworthy communication, the
Association operates a public key infrastructure (PKi) based
on the CESNET CA certification authority, which issues

various types of certificates for specifically defined applica-
tion areas to selected groups. This also includes providing
the gÉANT TCS (Trusted Certificate Service). The PKi service
portfolio also includes the Time Stamp Authority.

in the area of identity and access management, we continue
developing the Perun system along with the masaryk Univer-
sity. On a long-term basis, the system has been an integral part
of e‑infrastructure, administers the users and accesses to va-
rious services connected with metaCentrum, data warehouses
and a lot of other fields of e-infrastructure. The main instance
of the system manages identities and access to services for
352 user communities (national and international) with about
50,000 users. its advantages include support for the entire
user life cycle, ability to integrate with existing environments
and capability to delegate access and user administration.

in 2019, we started working on the supporting services for
eIDAS - RemSig system for remote signing of electronic
documents and the validation service for authentication of
signatures based on a qualified certificate.

140
At the end of 2019, the federation 
included over 140 identity providers (IdPs)



COOPERATiON Of USERS 
ANd mULTimEdiA

A N N U A L R E P O R T
01000001 01001110 01001110 01010101 01000001 01001100 01010010 01000101 01010000 01001111 01010010 01010100

20 Annual Report CESNET 2019

AS A PART Of ThE bOOKiNg SySTEm mEETiNgS whiCh RUNS ON ThE 
ShONgO SySTEm bEiNg dEvELOPEd by ThE CESNET ASSOCiATiON, 
ThE USERS mAy bOOK ThE CAPACiTiES Of A NUmbER Of TOOLS. 
ThE vidEOCONfERENCE ENviRONmENT wAS REPLACEd wiTh ThE PExiP 
SySTEm whiCh ENAbLES iNTERCONNECTiON Of bOTh hw, Sw UNiTS, 
ANd CONNECTiON viA ThE wEb bROwSERS SUPPORTEd by wEbRTC, 
OR wiTh ThE POSSibiLiTy Of CONNECTiON TO SKyPE fOR bUSiNESS/LyNC.

The meetings environment is implemented as software run-
ning on the CESNET virtualization platform. This allows gra-
dual capacity extension, as well as independent renewal
of hardware (servers) of the system. The users also have
the web conference system available on the Adobe-Connect
platform. The tests of the ZooM solution took place in
cooperation with the users at universities.

we continue running the streaming platform, video archive
and interconnection of tens of exchanges of the institutions
(members) within the scope of the iP phone infrastructure.

The MvTP and UltraGrid solutions developed by the Asso-
ciation for high-quality, low-latency transmission solution
were used for a number of live broadcasts of surgeries
during medical events. The solutions are also used for
cultural events and teaching.

Low-latency transmission 
via the Ultragrid 
and 8K video technology.
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E-iNfRASTRUCTURE CESNET iS A PART Of ThE EUROPEAN E-iNfRASTRUCTURES
ANd fORmS ThE COmmUNiCATiON ANd iNfORmATiON ENviRONmENT fOR
LARgE NATiONAL RESEARCh iNfRASTRUCTURES fROm OThER SCiENCE fiELdS
ANd ALLOwS ThEm COOPERATiON wiTh ThEiR fOREigN PARTNERS.

Currently, the building of the European Open Science
Cloud - EOSC - takes place at the European level, with the
aim of creating open space for storing, processing, sharing
and making accessible the scientific data, and thereby
making the European research more efficient.

The following chapters describe cooperation with other
infrastructures and involvement into the building of EOSC
ecosystem both nationally and internationally. 

E-INFRASTRUCTURE CZ (e-INFRA CZ)

The Czech Republic Roadmap for Large Research, Experi-
mental Development and Innovation Infrastructures
for years 2016 to 2022 categorizes large research infra-
structures into six areas based on their focus. One of the
areas is e-infrastructures that provide information and
communications services for research and development
in the Czech Republic. This category includes three
e-infrastructures: CESNET, CERIT-SC (operated by masaryk
University) and IT4Innovations (operated by vSb - Technical
University of Ostrava). 

These infrastructures consistently cooperate and coordi-
nate their activities in order to efficiently provide services
to users. based on a recommendation made by an interna-
tional panel during an interim assessment of large research
infrastructures carried out in 2017, the provider of support
– the mEyS of the Czech Republic – decided to support
these e-infrastructures in 2020–2022 as a single national
e-infrastructure, titled e-infrastructure Cz (abbreviated
‑ e-INFRA CZ), specifically by means of two complementary
shared projects. Operating costs will be covered under the
Support for Large Research Infrastructures programme and
investments under the oP vvv. during 2019, CESNET,
masaryk University and vŠb (Mining University) - Technical
University Ostrava formed the e-iNfRA.Cz consortium
which prepared and submitted two complementary
projects for years 2020 to 2022.

− E-Infrastructure CZ Cz (Lm 2018140) from the Support
of Large Research infrastructures for R&d&i programme,

− e-INFRA CZ: Modernization (Ef18_072/0015659) from
the OP vvv programme.

3
Three e-infrastructures CESNET, 
CERIT-SC and IT4Innovations 
constitute the e-INFRA CZ
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ELIXIR CZ – CZECh NATIoNAL 
INFRASTRUCTURE
FoR BIoLoGICAL DATA
CESNET is directly involved in the national activities in the
field of biomedicine - it is one of the founding members of
the ELIXIR CZ infrastructure - it is one of the founding mem-
bers of the ELixiR Cz infrastructure which provides advan-
ced computing environment, data resources and unique
tools to the bioinformatics science community in the Czech
Republic and in Europe and participates directly in two pro-
jects assuring the operation and development of this infra-
structure: The Czech National infrastructure for biological
data (Lm2015047) from the Large infrastructure Projects
for R&d&i and  ELixiR-Cz programme: building the capa-
cities (Ef16_013/000 1777) from OP vvv. we contribute
to the ELixiR European infrastructure development under
the activity Technical Services ELixiR Compute Platform
focused on the creation of a common framework for the
provision of computing services and services associated
with data storage and building of ELixiR AAi.

oThER NATIoNAL LARGE RESEARCh 
AND DEvELoPMENT INFRASTRUCTURES 
in addition to the above mentioned close cooperation with
the national e-infrastructures and involvement in the large
infrastructure ELixiR Cz, we are also continuously negoti-
ating with the representatives of other large infrastructures
which are stated in the Czech Republic Roadmap of Large
infrastructures for the research, experimental development
and innovations and other infrastructural projects for
the years 2016 to 2022, we provide for their needs in the
field of information and communication and technologies
and offer cooperation in the solution of the same. Examples
may include: 

− cooperation between Úmg Av ČR and CESNET on the
building and subsequent operating of the chemical-
biological database ECbd,

− memorandum on cooperation in the field of iCT
with ÚOChb Av ČR and Úmg Av ČR, including the
infrastructures: 
- Czech national infrastructure for biological data ELixiRCz,
- National infrastructure of chemical biology Cz-

OPENSCREEN, 
- the Czech centre for phenogenomics CCP, 
- the National infrastructure for biological and medical

imaging Czech-bioimaging.

GÉANT – EURoPEAN 
BACkBoNE CoMMUNICATIoNS 
INFRASTRUCTURE
The Pan European gÉANT communications infrastructure en-
sures interconnection of the European national research and
education networks and connection to similar infrastructures
such as internet2 and ESnet in the USA, CANARiE in Canada
and academic networks on other continents. gÉANT is the
basis of the European digital infrastructure (Edi), which con-
stitutes the communications infrastructure of the developing
European Open Science Cloud (EOSC) concept.  The fun-
ding of this infrastructure and related activities at European
level until the end of 2022 is ensured through framework
support under the GÉANT2020 project. CESNET is primarily
involved in the project in activities related to the building
of test environment, matters concerning network security,
the provision of cloud services within the European infra-
structure or the deployment of AAi. in addition, the gÉANT
Association, coordinating the project, asked CESNET for a
capacity of a particular worker, dedicated to the assessment
of the public tender for infrastructure which was going on
intensively in the period of july to October 2019.

EGI – EURoPEAN INFRASTRUCTURE 
FoR DISTRIBUTED CoMPUTING
The Egi.eu initiative coordinates at the European level the na-
tional activities in the area of implementation of grid techno-
logies as an important component of EOSC. Cooperation
among the members of this infrastructure takes place in par-
ticular within the intention of the EOSC-hub programme
h2020. CESNET is involved in all the primary operational
activities within this cooperation, ensures the operation of the
national Egi grid node, and provides computational resour-
ces, comprising both the association's own computing capa-
cities and those of the institute of Physics of the Academy of
Sciences of the Czech Republic. The capacities involved are
also part of the metaCentrum and use its virtualized infrastruc-
ture. we continue supporting the virtual organizations ELixiR
(bioinformatics), Auger (cosmic rays), belle (particle physics)
and CTA (gama astronomy) as well as the direct supporting
of the user groups from the Czech Republic, interested in the
use of the Pan European grid. it is a priority to focus on spe-
cific needs of these groups and their international projects.

ESA - EURoPEAN SPACE AGENCy
CESNET, in coordination with the ministry of Transport
of the Czech Republic, concluded a contract for the con-
struction of a data hub Relay with the European Space
Agency (ESA) in early 2018. in the Czech Republic, one
of the seven data hub nodes has been put into operation
in the Czech Republic to synchronize and redistribute large
quantities of the latest imagery from Sentinel satellites
in order to reduce the load of the ESA infrastructure.

CESNET is directly involved 
in the national activities in the field 
of biomedicine - it is one of the founding
members of the ELIXIR CZ infrastructure
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ThE dEvELOPmENT Of CESNET E-iNfRASTRUCTURE REqUiRES AN iNNOvATivE
APPROACh. ThAT iS why CESNET, iN AddiTiON TO bUiLdiNg ANd OPERATiNg
iTS CESNET E-iNfRASTRUCTURE, iS ALSO ENgAgEd iN RESEARCh ANd 
dEvELOPmENT iN ThE fiELd Of iNfORmATiON ANd COmmUNiCATiONS 
TEChNOLOgy, mOST imPORTANTLy iN ThE AREAS mENTiONEd bELOw. wE 
COLLAbORATE ON RESEARCh ANd dEvELOPmENT NOT ONLy wiTh ASSOCiATiON
mEmbERS bUT ALSO wiTh PARTNERS AbROAd OR wiTh SPECifiC COmPANiES.

structure, and therefore the Association also deals with the
development and implementation of infrastructure for fe-
deralized sharing of services and resources. its main pur-
pose is to allow users from various home institutions to use
resources operated by partner institutions. These resources
may be either various network applications or network con-
nectivity as such. in the field of identity management and
access control, we are developing together with the masa-
ryk University, the Perun system, for example, which allows
to organize the users into virtual organizations and groups
and allocate them resources and control the access to them. 

NEw APPLICATIoNS
To make use of our infrastructure from the beginning of the
Association, we support the CESNET e-infrastructure utiliza-
tion in new areas and we are searching for new possible
ways of collaboration in research, development and educa-
tion in various fields such as medicine, culture, architecture
etc. Often, this involves combining premium network access,
storage capacities, special transmission hardware and soft-
ware and visualization and interaction resources, including
a method of use in the field in question. As a part of this
activity of ours, we are for example developing two plat-
forms, a hardware one, called mvTP, and, together with the
masaryk University, a software Ultra-grid one for the works
with high-resolution video (up to 8K) while maintaining low
latency, which are usable for example for video transmission
in medicine and/or for implementation of distributed cultu-
ral events. furthermore, we pay intensive attention to the
sphere of digitalization and presentation of the cultural
heritage articles, and the issue of the internet of Things.

oPTICAL TRANSMISSIoN SySTEMS
CESNET has been researching and developing optical tech-
nologies for a long time. we have developed the CzechLight
series of original fully optical transmission systems, whose
greatest advantage is openness. This means that the owner
or administrator of a device can make software modifications
directly without asking CESNET or the manufacturer to do so.
This makes them independent in terms of decisions on
further network development. in the sphere of optical sy-
stems, we also deal with the issue of software management
of optical networks, transmission of the exact time and stable
frequency, quantum transfer of cryptographic keys and use
of optical networks as sensors of physical quantities.

E-INFRASTRUCTURE SECURITy
CESNET CESNET has long been committed to e-infrastruc-
ture security. in addition to developing tools for ensuring
user privacy and security of their data or tools for sharing
information on security incidents, we have also been inten-
sively developing tools for network monitoring and detec-
tion of operating anomalies as potential sources of attack.
in 2019, we deployed among others our own developed
system against ddoS (ddoS protector) in the peering
centre Nix.cz, and/or verified in the pilot mode the system
for automated sharing of information and analysis of infor-
mation from the sphere of cyber security, developed as
a part of the European project PROTECTivE. 

NETwoRk IDENTITy
The mechanisms for the access control to individual servi-
ces are an important component of the CESNET e-infra-
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PRoJECTS SoLvED IN 2019
− Adaptive protection against ddoS attacks (AdaptddoS)
− Adaptive management of data Collection and Analysis

in high-Speed Networks (fOKUS). 
− Advanced time/frequency comparison and dissemina-

tion through optical telecommunication networks
(TifOON)

− Acceleration platform for virtual switches (viSA)
− Asset management ANd diAgnostics (AmANdA)
− Authentication and Authorisation for Research and

Collaboration (AARC2) 
− Czech national infrastructure for biological data (ELixiR-Cz)
− CLOck NETwork Services (CLONETS)
− designing and Enabling E infrastructures for intensive

Processing in a hybrid dataCloud (dEEP-hybriddataC-
loud)

− detection of infrastructure Security Threats (dObi)
− Network diagnostics from intercepted Communication

(diSTANCE)
− Remote Collaboration in Artist Education Using modern

Transmission Technology− E-infrastructure CESNET
− E-infrastructure CESNET – modernization
− ELixiR-Cz: building the capacities (ELixiR-Cz)
− ELixiR-ExCELERATE: fast-track ELixiR implementation

and drive early user exploitation across the life-sciences
− European Open Science Cloud
− Expanding Capacities by building Capabilities (EOSC-

synergy) − gN4-3
− integrating and managing services for the European

Open Science Cloud (EOSC-hub) 
− Laterna magika. The Past and the Present, documenta-

tion, Preservation and Accessibility. 
− monitoring of Sensitive Objects over the internet of

Things (mon-ioT) 
− Photon and Neutron Open Science Cloud (PaNOSC)
− Network feature virtualization Acceleration Platform

(Nfv200)
− Proactive Risk management through Situation Awareness

(PROTECTivE) 
− Security Event Sharing and Analysis in the National

Cyberspace (SAbU) 
− Sharing and Automation for Privacy Preserving Attack

Neutralization (SAPPAN) 
− Smart AdS
− Special Projects for Advanced Research and Technology

in Europe (SPARTA) 
− building and Pilot Operation of a Cyber Threat intelli-

gence (CTi) System. 
− Use of digital models for the National infrastructure of

memory institutions 
− Secure gate for internet of Things (SioT)

RESEARCh AND DEvELoPMENT oUTCoMES 
The CESNET Association’s research activities in 2019 led to
the creation of one chapter in a book, eight articles in the
reviewed scientific magazines, thirty articles in the confe-
rence collections, one semi-operation, five functional sam-
ples and nine results of the software type. Two patents and
a utility design were awarded.

Patents:
− CESNET, z. s. p. o. and Netcope Technologies, a.s. A con-

nection for quick search of regular expressions in data.
inventors: viktor PUŠ, vlastimil KOŠAŘ, jan KOŘENEK,
denis mATOUŠEK, no.: EP3258385b1 granted by the
European Patent Office on 30th january 2019.

− CESNET, z. s. p. o. and fiT ČvUT (the faculty of informa-
tion Technology of the Czech Technical University).
System for implementation of a hash Table. inventors:
matěj bARTÍK, Sven UbiK, number: US1026702 granted
by the United States department of Commerce -
United States Patent and Trademark Office (USPTO)
16. April 2019,

Utility design:
− CESNET, z. s. p. o. mobile Sensors for the Network of the

internet of Things. inventors: Sven UbiK, jiří POSPÍŠiLÍK,
number: 32911 granted by the industrial Property Office
on 04/ 06/ 2019.

2
In 2019, CESNET 
was granted two patents
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DEvELoPMENT FUND oF ThE ASSoCIATIoN 
CESNET in late 2018 and during 2019,the development
fund board prepared and launched two rounds of tende-
ring process for projects for 2019. At present, the Associ-
ation has selected the following topics:

− Utilization and advancement of CESNET e-infrastructure
services and modern information and communications
technologies in teaching and learning processes, cre-
ative and scientific research work and management of
public universities and the Czech Academy of Sciences 

− Advanced applications utilizing the CESNET e-infrastruc-
ture 

On the basis of tenders, 25 projects were submitted, seven-
teen of which were accepted for co-financing, of which
seven were accepted after being reworked. An overview
of accepted projects is shown in the table below.

Two rounds of opposition procedures for completed pro-
jects also took place over the course of 2019 – a total of
8 projects were completed successfully. when assessing
the achieved results, one project was presented to public.
in five completed projects, a broader presentation was re-
commended at the specialist forum so that also the other
Association members could benefit from the results. final
reports for projects carried out under the CESNET deve-
lopment fund are available on the Association’s website
https://fondrozvoje.cesnet.cz/zpravy.aspx.

NUMBER PROJECT PROJECT
HOLDER NAME

635R1/2019 ČVUT Creation of access nodes of the IoT network LoRaWAN 
including pilot check-up and use in projects 

636/2019 VŠB-TUO Application and development of experimental IoT network at the LoRaWAN 
platform with the use of the CESNET infrastructure 

637/2019 UPA Implementation of the public service for protection against undesirable crypto-currency 
mining at the users´ terminals with the use of RPZ in DNS 

638/2019 ZČU Pilot verification of connection of identification cards of ZČU (JIS cards) into European Student Card 
640/2019 ZČU Makerspace in the university environment 
642/2019 MU Enhancing the professional qualification of the cybersecurity team members 

at the Masaryk University - CISSP certification 
644/2019 VŠB-TUO IT security training session 
645R1/2019 VŠB-TUO Processing the events at IT infrastructure 
646/2019 VŠB-TUO Telemetry of IT infrastructure 
649R1/2019 UP Implementation of software components at the platform .NET for authentication 

of users as a part of the federation edulD.cz 
650/2019 VŠB-TUO Hybrid metallic-optical systems with corrected operation in higher layers 
653/2019 JU Creation and implementation of the client of the validator.cesnet.cz service 
654R1/2019 MU Portmanager - web application for delegated configuration of switches 
655R1/2019 MU Administration of firewall rules with the use of users’ identities 
656/2019 MU Analysis of image data from digital pathology in the CESNET e-infrastructure environment 
657R1/2019 MU Transformation on-premise MS environment at MU and cloud environment O365 

at MU into the integrated hybrid cloud environment M365 MU
659R1/2019 JU DoH detection and suppression
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ThE ASSOCiATiON CONTiNUEd iTS ACTiviTiES UNdERLiNiNg iTS UNiqUE ROLE 
AS A SCiENTifiC ANd RESEARCh E-iNfRASTRUCTURE iN ThE CzECh REPUbLiC 
iN 2019. iT ALSO hELd EvENTS AimEd AT ThE TRANSfER Of ExPERiENCE 
TO ThE USER COmmUNiTy, PROfESSiONAL ANd NON-PROfESSiONAL PUbLiC. 
ThE ASSOCiATiON wAS PREPARiNg ThEmATiC SEmiNARS, CONfERENCES 
ANd wORKShOPS fOR ACAdEmiC ANd PROfESSiONAL PUbLiC.

At the beginning of the year, the Association held a two-day
Conference on CESNET e-infrastructure where over 500
participants presented the entire range of their services
and the news of their own research and development. This
conference was followed by the next year of the Network
and Service Security Seminar.

in the first half of the year, the international workshop
Network Performing Arts Production workshop 2019
was held where a unique distributed performance using
the mvTP hardware and Ultragrid software, developed by
the employees of the CESNET Association took place.

in 2019, the Association paid attention to the gdPR topic
and held a conference titled GDPR - a year later. The jubilee
10th year of the CEF Networks workshop took place where
46 leading world specialists in the field of optical networks
gathered. As a part of the cybernetic security month, CES-
NET was a part of the Secure internet festival and prepared
a conference dedicated to iCT and the legal matters. The
third year of The Catch competition took place where 732
players conquered demanding tasks with the aim to save
the world from hacker attacks.

Even this year, the workshops such as IPv6, CESNET Day,
Forensic Training were held. The Association held various
training sessions, meeting of working groups and professi-

onal workshops for the Czech and international communi-
ties. CESNET was a partner of a number of events, such as
Týden vědy a techniky (Science and Technology week),
Linux Days, open Alt, Install Fest, and others. The Associ-
ation also co-organized the second year of the community
network meeting CSNoG 2019.

The CESNET Association presents the news, activities and
achievements of the employees, information on the events
to be held and on other events via its web sites, social
networks and blog. in cooperation with the ministry of Edu-
cation, youth and Sports Education, the Association conti-
nues the web administration of the Large Research
infrastructures of the Czech Republic. in 2019, the CESNET
Association issued 19 press releases and 239 press outputs
in printed and/or online form were recorded.

14
The Association organized 
thematic seminars, conferences 
and workshops. It organised 
a total of 14 events, including 
10 national and 4 international.



 

C E S N E T 2 0 1 9
01000011 01000101 01010011 01001110 01000101 01010100 00110010 00110000 00110001 00111001

27Annual Report CESNET 2019

CESNET e-infrastructure conference




The international NPAPW 
Workshop and a unique 
distributed performance

Conference IPv6
The Festival of Science
Presentation at the SPIE 
Conference



Presentation at Linux Days 2019
Secure Internet Festival
Successful Researchers The Catch 2019


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ECoNoMIC RESULTS IN 2019
CESNET’S ACTiviTiES ARE dividEd iNTO TwO CATEgORiES iN ACCORdANCE 
wiTh iTS STATUTES: NON-ECONOmiC ANd ECONOmiC ACTiviTiES.

NoN-ECoNoMIC ACTIvITIES
As part of its Non-economic activities, the Association continued
building a CESNET e-infrastructure of a new quality to provide
Association members and other entities eligible for connection
to the CESNET network with a comprehensive set of services.

The Association was also involved in the execution of inter-
national research projects under the horizon 2020 pro-
gramme, national projects supported by the ministry of
Education, youth and Sports, Technology Agency of the
Czech Republic, ministry of the interior of the Czech Republic,
ministry of industry and Trade of the Czech Republic, ministry
of Culture of the Czech Republic and projects of the deve-
lopment fund board CESNET, as already mentioned in the
previous section of the Annual Report.

The Association’s non-economic activities in 2019 generated an
accounting profit of CzK 7,340 thousand before tax.  The Reve-
nues of the non-economic activities of the Association amoun-
ted to CzK 479,769 thousand, the costs achieved CzK 472,429
thousand.  The income tax base of the non-economic activities
in 2019 was positive, amounting to CzK 15,263 thousand.

ECoNoMIC ACTIvITIES
The Association's economic activities in 2019 involved mainly
management of the largely bond-based portfolio of the
board of the development fund comprising financial resour-
ces obtained by sale of the commercial part of the CESNET
network in 2000 and management of financial resources
in other funds. The Association’s economic activities in 2019

generated an accounting profit of CzK 14,091 thousand.
The Revenues of the economic activities of the Association
in 2019 amounted to CzK 29,662 thousand, the costs of the
economic activities amounted to CzK 15,571 thousand. The
income tax base of the Association's economic activities
in 2019 was positive, amounting to CzK 13,553 thousand. 

ToTAL ACCoUNTING AND TAXABLE PRoFIT
The total book economic result of the CESNET Association be-
fore tax reported in 2019 was the profit amounting to CzK
21,431 thousand.  The total income tax base of the Association
was CzK 28,816 thousand.  The total legal entity income tax
of the Association for year 2019 amounts to CzK 5,605 thou-
sand which gives a profit after tax of CzK 15,826 thousand. 

CoNCLUSIoN
in the previous year, the CESNET Association managed the en-
trusted funds responsibly and properly, meeting all of its obli-
gations resulting from legislation, decisions of the ministry of
Education, youth and Sports of the Czech Republic and conc-
luded contracts. The auditing company bdO Audit s. r. o.,
registered office in Olbrachtova 1980/5, Prague 4, authoriza-
tion by KA ČR number. 018, performed the auditor verification
of the annual financial statements, giving the following state-
ment: "in our opinion, the financial statements give a true and
honest view of the assets and liabilities of the CESNET Associ-
ation, the association of interest of legal entities as of 31/ 12/
2019 and of costs and revenues and the economic result and
cash flow for the period starting 1/ 1/ 2019 and ending 31/ 12/
2019 in accordance with Czech accounting regulations".
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CESNET, Association of Legal Entities
zikova 4, 160 00 Prague 6

www.cesnet.cz 


